Contribution of the Republic of Slovenia to the OHCHR request regarding the implementation of the resolution entitled ''The right to privacy in the digital age''
Joint reply to questions 1–4: 

- The Constitution of the Republic of Slovenia of 1991 (with amendments up to 2013) protects the right to privacy of correspondence and other means of communication (Art. 37 of the Constitution) as well as the right to protection of personal data (Art. 38 and Art. 37 of the Constitution). Slovenia is also a Contracting Party to the European Convention on Human Rights (Article 8 protects the right to respect for private and family life).   

In accordance with the abovementioned constitutional and human rights framework, Slovenian legislation contains very strict protection of the right to communications and information privacy
. In 2004, Slovenia adopted a very strict Personal Data Protection Act (PDPA; with amendments up to 2007) covering the entire public and private sector (which was a tradition that started already in 1990). This also means that intelligence and security services are included, including independent data protection supervision of all these areas (by the national data protection supervisory authority – Information Commissioner). The same applies to electronic communications – the 2012 Electronic Communications Act – access to communications data mostly on the basis of a court order. 

The protection of personal communications is also provided for and additionally regulated in the Criminal Procedure Act and the Slovene Intelligence and Security Agency Act. In addition, an independent institution, the Information Commissioner, supervises the implementation of the provisions of the Personal Data Protection Act (handles complaints, appeals, notifications, and other applications, explains potential violations). 

– Activities of the Information Commissioner:
At the end of spring 2013, the Information Commissioner initiated an ex officio inspection at the Slovene Intelligence and Security Agency (SOVA), in the context of which the general legality of data processing and data security is being inspected. 
In accordance with the PDPA, the Information Commissioner also has supervisory powers over intelligence and security services, and there is no provision excluding or even limiting its competences as regards intelligence and security services. However, a group of Members of the National Assembly of the Republic of Slovenia (MPs) filed, in the beginning of 2014, a request to the Constitutional Court of the Republic of Slovenia to assess the constitutionality of the PDPA, the Information Commissioner Act and the Access to Public Information Act, which provide the basis for the Information Commissioner’s supervisory powers over data processing in the context of intelligence and security services and for its competence over making assessments as the appellate body of the public nature of individual documents created by intelligence and security services. The Slovenian Government already stated in its Opinion to the Constitutional Court and to the National Assembly that it regards the Information Commissioner as the authority that is legally and constitutionally competent for data protection supervision in the context of intelligence and security services and that the provisions of the PDPA, the Information Commissioner Act and the Access to Public Information Act are in no way in contradiction with the Constitution. The Government believes that the existing statutory controls (judicial, parliamentary and data protection) are complementary and equivalent and that the current regulation is consistent with the Constitution and largely adequate. The same has been officially stated by the Information Commissioner in these proceedings. In addition to the parliamentary oversight, an independent oversight of data protection should be in place with a view to guaranteeing a maximum personal data protection. These two oversights differ in their aim and partially with respect to their content and should therefore both be in place. The Constitutional Court is expected to issue a relevant decision in late 2014 or in 2015. 

In February 2014, the Information Commissioner also submitted a proposal to the Prime Minister's Office, advocating the adoption of amendments to the Slovene Intelligence and Security Agency Act to better incorporate the Tshwane Principles, especially regarding the right of the public to know about the systems of surveillance and the procedures for authorizing them.

- As a possible reference to the strictness and guarantist nature of the Slovenian legal system, there are also two treaties with the United States of America providing for strict data protection rules, including independent supervision and also protection of other human rights: 

The "Agreement between the Republic of Slovenia and the United States of America for the exchange of terrorism screening information" (ratified in 2011, Official Gazette of the Republic of Slovenia No. 80/2011 – International Treaties No. 12/2011) and the "Agreement between the Government of the Republic of Slovenia and the Government of the United States of America on Enhancing Cooperation in Preventing and Combating Serious Crime" (ratified in 2013, Official Gazette of the Republic of Slovenia No. 17/2013 – International Treaties No. 3/2013). 

- The Role of the Police: 

The Police may interfere with the private life of an individual only through covert investigative measures. These are defined in the Criminal Procedure Act and may be carried out only on the basis of an order issued by a court or exceptionally by the competent State Prosecutor of the relevant state prosecutor's office.  The above implies that in implementing these measures, the Police is primarily subject to broader judicial control (the measure is ordered by the investigating judge, and the legality of the evidence is then reviewed by the court during the taking of evidence and potential appellate procedure). Secondly, this role of the Police is also subject to parliamentary supervision, i.e. by the Commission for the Supervision of the Intelligence and Security Services.

It is interesting that, when drafting new legislative proposals, which could also imply interference in the communications privacy and the right to personal data protection of individuals, the Police also takes into consideration the recommendations and guidelines provided by the Information Commissioner for the assessment of the effects on the privacy of individuals, thus bringing the proposals and initiatives to change police authority into line with the principle of proportionality and making them admissible in terms of interfering in human rights and fundamental freedoms.

- Media: 

The media can interfere with the right to privacy; however, this is not a systemic interference (on the part of the state), and those affected have the right to robust, but balanced (all legitimate interests taken into account) judicial protection. Slovenia has no specific legislation in place to regulate the above, the classical general rules of civil law (protection of personality rights) and criminal law (defamation and insult etc.) apply. 
Reply to the question 5: 

Please, refer to the separate common response to the question/issue no 5 submitted on behalf of Austria, Liechtenstein, Slovenia and Switzerland dated on 10 April 2014.

�Also, this strictness of Slovenia`s legal and supervisory system (law and practice), which might be one of the important contributions of the Republic of Slovenia towards the protection and development of communications and data privacy rights is related to the fact that Slovenia`s Information Commissioner was a member of the ad hoc dialogue/monitoring group of the European Union in the second half of 2013 with respect to the "NSA affair".








